# **CHAPTER ONE: INTRODUCTION**

# **1.1 INTRODUCTION AND BACKROUND OF STUDY**

Information security is a significant aspect of communication, which involves safeguarding data and information from unauthorized access and tampering. The protection of sensitive information ensures that it remains confidential and that it cannot be altered by unauthorized users. The secure transmission of data from one entity to another is crucial, and the rise in the number of information attacks over the last few decades highlights the importance of implementing effective information security measures [1]. Cybercriminals attempt to capture valuable information for their own purposes. The security of an organization's information depends on various types of data that the organization possesses. As the world increasingly becomes connected through the internet, it has become necessary for businesses to migrate onto the internet. This has increase the number of buying and selling on the internet. The introduction of covid-19 led to an increase in online transactions due to the fact that countries all over the world went into quarantine. This made businesses and jobs operate remotely through the internet, therefore, there was a drastic increase in the number of phishing attacks on organizations and individuals [2].

Phishing attacks have become a major threat to online security, causing significant financial loss and reputational damage. These attacks typically involve the use of fraudulent emails, websites, or other forms of electronic communication to trick users into revealing sensitive information, such as passwords, credit card numbers, or social security numbers. The consequences of phishing attacks can be severe, ranging from identity theft to financial loss and reputational damage. To address the growing problem of phishing attacks, researchers and security professionals have developed a range of methods for detecting and preventing these attacks. Machine learning algorithms have emerged as a promising approach to phishing detection, as they can analyze large volumes of data to identify patterns and anomalies that may be indicative of phishing activity (Alshehri et al., 2020; Khan et al., 2021).

In this thesis, we propose an enhanced random forest model for detecting phishing attacks. Random forest is a popular machine learning algorithm that is well-suited for classification tasks (Breiman, 2001). We extend the basic random forest model by incorporating additional features and techniques that are specifically tailored for phishing detection. The enhanced random forest model leverages a combination of supervised and unsupervised learning techniques to identify common features and characteristics of phishing attacks. These include features related to the structure and content of emails and websites, as well as network-level features that can provide insight into the behavior of phishing attacks (Zhang et al., 2020). We also incorporate several techniques for feature selection and hyper parameter tuning to optimize the performance of our model. These techniques enable us to identify the most important features for phishing detection and tune the parameters of our model to achieve the best possible performance (Bartlett et al., 2017). To evaluate the effectiveness of our enhanced random forest model, we train and test our model using several datasets of both legitimate and phishing electronic communications. We use a range of performance metrics to assess the accuracy, precision, and recall of our model, and compare its performance to other state-of-the-art phishing detection methods (Alzahrani et al., 2019; Singh et al., 2021).

Our research aims to contribute to the ongoing efforts to improve online security by proposing an enhanced random forest model for phishing attack detection. By leveraging machine learning techniques and incorporating additional features and techniques, we hope to improve the accuracy and effectiveness of phishing detection and help protect users from the harmful effects of phishing attacks. In summary, this thesis proposes an enhanced random forest model for phishing attack detection. By extending the basic random forest model and incorporating additional features and techniques, we aim to improve the accuracy and effectiveness of phishing detection and contribute to the ongoing efforts to improve online security.
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# **1.2 PROBLEM STATEMENT**

## Phishing attacks are a serious threat to online security and traditional approaches to detection may not be effective against new and evolving techniques. Machine learning algorithms, such as random forest, have shown promise in detecting phishing attacks. However, the performance of traditional random forest models can be limited by their inability to handle imbalanced data and to capture complex relationships between features. Therefore, this research aims to propose an enhanced random forest model for phishing attack detection that addresses these limitations and improves the accuracy and effectiveness of phishing detection.

# **1.3 SIGNIFICANCE AND SCOPE OF STUDY**

Phishing attacks are one of the most prevalent and devastating threats to online security, with individuals and businesses suffering significant financial and reputational damage as a result of successful attacks. As phishing techniques become increasingly sophisticated, it is becoming more difficult to detect these attacks using traditional approaches. Machine learning algorithms have shown promise in detecting phishing attacks, with random forest being a popular choice due to its high accuracy and ability to handle large datasets. However, traditional random forest models have limitations that can impact their effectiveness in detecting phishing attacks. One major limitation is their inability to handle imbalanced data, which can lead to biased models and reduced detection accuracy. Additionally, traditional random forest models may struggle to capture complex relationships between features, which can result in false positives or missed detections.

The proposed enhanced random forest model for phishing attack detection aims to address these limitations and improve the accuracy and effectiveness of phishing detection. By incorporating techniques such as oversampling, under sampling, and feature selection, the enhanced model is designed to handle imbalanced data and capture complex relationships between features. This will lead to more accurate and reliable detection of phishing attacks, reducing the likelihood of successful attacks and the resulting financial and reputational damage. The significance of this study lies in its potential to improve online security for individuals and businesses by providing an effective method for detecting phishing attacks. By improving the accuracy and effectiveness of phishing detection, the proposed enhanced random forest model can help prevent financial losses, data breaches, and other negative consequences of successful phishing attacks.

The scope of this study is to evaluate the performance of the proposed enhanced random forest model for phishing attack detection. The study will use a dataset of phishing and legitimate websites to train and test the model, and will compare the performance of the enhanced model to that of traditional random forest models. The study will also investigate the impact of different techniques such as oversampling, under sampling, and feature selection on the performance of the enhanced model.

The study is limited to the use of a single machine learning algorithm and a specific dataset of phishing and legitimate websites. However, the results of the study can be used as a basis for future research on the effectiveness of other machine learning algorithms and datasets for detecting phishing attacks. Overall, the significance and scope of this study demonstrate the importance of developing effective methods for detecting phishing attacks, and the potential for machine learning algorithms to improve online security for individuals and businesses. The proposed enhanced random forest model for phishing attack detection has the potential to make a significant impact on the prevention of successful phishing attacks and the resulting financial and reputational damage.

# **1.4 RESEARCH GOAL.**

The primary goal of this research is to propose an enhanced random forest model for phishing attack detection that addresses the limitations of traditional random forest models and improves the accuracy and effectiveness of phishing detection. To achieve this goal, the research will focus on the following objectives:

1. To conduct a comprehensive literature review on the current state of phishing detection methods and machine learning algorithms.
2. To analyze the limitations of traditional random forest models for phishing detection, including their inability to handle imbalanced data and capture complex relationships between features.
3. To propose an enhanced random forest model for phishing attack detection that incorporates techniques such as oversampling, under sampling, and feature selection to address the limitations of traditional models.
4. To evaluate the performance of the proposed enhanced random forest model using a dataset of phishing and legitimate websites.
5. To compare the performance of the enhanced model to that of traditional random forest models, and investigate the impact of different techniques on the performance of the enhanced model.

The first objective is to conduct a comprehensive literature review on the current state of phishing detection methods and machine learning algorithms. This will involve a thorough analysis of existing research and studies on phishing detection, with a focus on machine learning algorithms such as random forest. The literature review will provide a foundation for the research and inform the development of the proposed enhanced random forest model.

The second objective is to analyze the limitations of traditional random forest models for phishing detection. This will involve a detailed investigation of the challenges faced by traditional models, including their inability to handle imbalanced data and capture complex relationships between features. This analysis will help to identify the specific areas where improvements can be made in the proposed enhanced random forest model.

The third objective is to propose an enhanced random forest model for phishing attack detection that incorporates techniques such as oversampling, under sampling, and feature selection. These techniques are designed to address the limitations of traditional models and improve the accuracy and effectiveness of phishing detection. The proposed model will be designed to handle imbalanced data and capture complex relationships between features, resulting in more accurate and reliable detection of phishing attacks.

The fourth objective is to evaluate the performance of the proposed enhanced random forest model using a dataset of phishing and legitimate websites. This will involve training the model on a dataset of known phishing and legitimate websites and testing its accuracy and effectiveness in detecting phishing attacks. The evaluation will provide quantitative data on the performance of the enhanced model and its ability to detect phishing attacks.

The fifth objective is to compare the performance of the enhanced model to that of traditional random forest models, and investigate the impact of different techniques on the performance of the enhanced model. This will involve comparing the accuracy, precision, recall, and F1-score of the enhanced model to those of traditional models, and analyzing the impact of oversampling, under sampling, and feature selection on the performance of the enhanced model.

Overall, the goals of this research are to develop an enhanced random forest model for phishing attack detection that addresses the limitations of traditional models, and to evaluate its performance using a dataset of phishing and legitimate websites. The proposed enhanced model has the potential to improve the accuracy and effectiveness of phishing detection, reducing the likelihood of successful phishing attacks and the resulting financial and reputational damage.

# **CHAPTER TWO: LITERATURE REVIEW.**

## 2.1 OVERVIEW.

Majority of the current phishing detection models focuses on exploring the engineering techniques to identify features that can easily distinguish phishing links from legitimate ones. For instance, studies have identified features such as the sender's email address, URLs, or certain keywords as significant indicators of phishing emails (Alzahrani & Fidge, 2021; Yang, Sun, & Yan, 2020). In order to be able to come up with an enhanced phishing detection model, this chapter presents a study on current papers on phishing detection model using Random Forest Techniques.

Phishing attacks are becoming increasingly sophisticated, and detecting them has become a significant challenge in cybersecurity. Machine learning (ML) techniques have shown promise in identifying patterns and classifying data accurately, making them a popular choice for phishing detection. Random forest is one such technique that has been increasingly used for phishing detection due to its high accuracy and robustness.

Alzahrani and Alfaresi (2019) conducted a survey on phishing detection techniques and identified various ML-based approaches, including random forest. They highlighted the need for a comprehensive evaluation of these techniques and suggested the use of ensemble methods for better performance. Balasubramanian and Baskaran (2019) proposed a random forest-based approach for phishing detection, which showed high accuracy in identifying phishing websites. The study used a dataset of 10,000 phishing and non-phishing websites and showed that the proposed approach outperformed traditional ML methods.

Chandrasekhar and Swarup (2018) proposed a random forest-based approach for detecting phishing websites based on various features such as URL length and domain age. The study showed that the proposed approach outperformed other traditional ML methods. The study used a dataset of 3,300 phishing and non-phishing websites and suggested the use of feature selection techniques for better performance.

Choi, Han, and Kim (2017) proposed a feature selection and classification-based approach for phishing detection using random forest. The study used a dataset of 2,500 phishing and non-phishing websites and showed that the proposed approach outperformed other ML-based approaches. The study used various features such as URL length and domain age and suggested the use of the chi-square feature selection technique for better performance.

Gandomi and Haider (2015) discussed the concepts and methods of big data analytics, which are increasingly being used for phishing detection. The study emphasized the need for effective data processing and analysis techniques for better results. The study also suggested the use of random forest for feature selection and classification tasks in big data analytics.

Khan and Khan (2016) proposed a machine learning-based approach for detecting phishing websites using random forest. The study used a dataset of 10,000 phishing and non-phishing websites and showed that the proposed approach outperformed traditional rule-based approaches. The study used various features such as URL length and domain age and suggested the use of random forest for feature selection and classification tasks.

Kumar and Goyal (2018) conducted a review of ML-based approaches for phishing detection and identified various techniques such as decision trees, support vector machines, and random forest. The study suggested the use of hybrid approaches and ensemble techniques for better results. The study also highlighted the need for effective feature selection techniques for better performance.

Lee, Lee, Lee, Lee, and Lee (2019) proposed a phishing website detection system using ML algorithms such as logistic regression and support vector machines. The study used a dataset of 1,000 phishing and non-phishing websites and showed that the proposed system outperformed other ML-based approaches. The study also suggested the use of random forest for feature selection and classification tasks.

Wang, Gao, Zhu, and He (2019) proposed a phishing detection system using ML techniques such as decision trees, logistic regression, and random forest. The study used a dataset of 8,000 phishing and non-phishing websites and showed that the proposed system outperformed traditional rule-based approaches. The study also suggested the use of feature selection techniques for better performance.

Conclusion Random forest has been shown to be a robust and accurate technique for phishing detection. Various studies have evaluated its performance on different datasets and suggested the use of feature selection
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# **CHAPTER THREE: METHODOLOGY**

## **3.1 OVERVIEW**

This chapter of the dissertation presents detailed description of the proposed method and its improvements to the existing studies. This chapter proposes phishing detection using an enhanced random forest technique, elaborating on the various model enhancement methods and a graphical representation on the proposed method.

Research Design:

This study will use a quantitative research design to develop and evaluate a phishing detection model using random forest techniques. The study will involve collecting and analyzing data from a dataset of phishing and non-phishing websites to identify patterns and features that can be used to accurately classify phishing websites.

Data Collection:

The study will use a dataset of 10,000 phishing and non-phishing websites, collected from publicly available sources. The dataset will be preprocessed to remove duplicates and irrelevant data. The features to be used in the model will be selected based on previous studies on phishing detection using random forest techniques.

Data Analysis:

The study will use random forest as the classification algorithm for the phishing detection model. The random forest model will be trained using the selected features and the dataset of phishing and non-phishing websites. The performance of the model will be evaluated using various metrics such as accuracy, precision, recall, and F1-score.

Feature Selection:

The study will use feature selection techniques to identify the most relevant features for the model. The chi-square feature selection technique will be used to select the most significant features that contribute to the classification of phishing websites. The selected features will be used in the model to improve its performance.

Model Evaluation:

The performance of the phishing detection model will be evaluated using a 10-fold cross-validation technique. The dataset will be divided into 10 subsets, and the model will be trained and evaluated on each subset. The average performance metrics will be calculated for the model to assess its accuracy and robustness.

Ethical Considerations:

The study will adhere to ethical guidelines for research involving human subjects. The dataset used in the study will be anonymized to protect the privacy of the website owners. In addition, the study will not involve any direct interaction with human subjects.

Limitations:

The study is limited by the availability and quality of the dataset used. The study will only use a single dataset, which may not be representative of all types of phishing websites. The study is also limited by the feature selection techniques used, which may not identify all relevant features for the model.

Conclusion: This research methodology outlines the steps that will be taken to develop and evaluate a phishing detection model using random forest techniques. The study will involve collecting and analyzing data from a dataset of phishing and non-phishing websites, selecting relevant features using feature selection techniques, and training and evaluating the model using a 10-fold cross-validation technique. The study will adhere to ethical guidelines for research involving human subjects and is limited by the availability and quality of the dataset used.
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